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ANTI MONEY LAUNDERING (“AML”) POLICY
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1.

INTRODUCTION
BIS
PRIMETIME GLOBAL MARKETS PTY LTD (hereinafter referred to as ‘PGM’ or the ‘Company’) is a brokerage firm

that operates globally.
PRIMETIME GLOBAL MARKETS PTY LTD (LAT#R ##R9" PGM'E N E]") B—FiEEERFRWSHNEL AT,

SCOPE OF POLICY
BEREE

This policy applies to all PGM employees, appointed service providers and products and services offered by
PGM. All business units and locations within PGM will cooperate to create a cohesive effort in the fight against
money laundering. Each business unit and location has implemented risk- based procedures reasonably expected
to prevent, detect and cause the reporting of transactions. All efforts exerted will be documented and retained.
The MLRO is responsible for filing Suspicious Transaction Reports ("SARs") to the FIU. Any contacts by law
enforcement or regulatory agencies related to the Policy shall be directed to the MLRO.
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The MLRO shall:

ZERAN:

(@) Receive internal reports of (suspicions of) money laundering
BB XRSE (Mg HRERRS

(b) Investigate reports of suspicious events
BEAREEHRIRE

(c) Make reports of relevant suspicious events to the relevant authorities
MBEXEBRRE XSRS

(d) Ensure the adequacy of arrangements made for the awareness and training of staff and advisers
R TAEARFRIEZ 7T AORIRANE) 1% HE

() Report at least annually to the Company s governing body on the operation and effectiveness of the
Company’s systems and controls.

EOBFANAEETIREADRFFUHIEFIIEILE.

(f)  Monitor the day-to-day operation of anti-money laundering policies in relation to: the development of new
products; the taking on of new clients; and changes in the Company’s business profile.

WUEXIATERRGESRBCRIIBEEE: AT m =R IRAENSHEDRAIEL.
POLICY
IR

It is the policy of PGM to actively pursue the prevention of money laundering and any activity that facilitates
money laundering or the funding of terrorist or criminal activities. PGM is committed to AML compliance in
standards accordance with applicable law and requires its employees and appointed service providers to
adhere to these in preventing the use of its products and services for money laundering purposes.

PGMAYBIER BRI RGeS sl AR B B Fisc sk a R B £ N SICTRENNER.  PGMEOTRIBERIEEET &k
P, HEKRKHRTSEEmETixXeing, LB ILEHERIRS ATtk ER,
For the purposes of the Policy, money laundering is generally defined as engaging in acts designed to conceal or

disguise the true origins of criminally derived proceeds so that the unlawful proceeds appear to have been derived
from legitimate origins or constitute legitimate assets.

BABERMES, i RNEXNINE EEEESE MRS ENERRN T, NERRNEERRRT GIEFFN
MG

DEFINITION OF MONEY LAUNDERING
iTEERRIEX



Money laundering is the act of concealing the transformation of profits from illegal activities and corruption into
ostensibly "legitimate" assets. The dilemma of illicit activities is accounting for the origin of the proceeds of such
activities without raising the suspicion of law enforcement agencies. Accordingly, considerable time and effort is
put into devising strategies which enable the safe use of those proceeds without raising unwanted suspicion.

T EEIR A ESFIRS SRR ARE L EF BT A. IBEESRIRERIA X ESRINERRARS [EHIE
TAaREE. Eitt, FEiRTHEeE LSRR ETIASS RN EIIEEAIREE LI\ 7 KENERHES,

After money has been suitably laundered or "cleaned", it can be used in the mainstream economy for accumulation
of wealth, such as acquisitions of properties, or otherwise spent.

ENBSHTESRRSR B ZE, JUBERTEREFFLREVE, fiiiuEu s S th5EEE.
Money laundering activity includes:
Tk EREE:
Acquiring, using or possessing criminal property
B8, (ERsRBICTEY™
Handling the proceeds of crimes such as theft, fraud and tax evasion
QeIRRES, HOEFIREICTERS
Being knowingly involved in any way with criminal or terrorist property
BREWLMHITHZNENILTESE o F =
Entering into arrangements to facilitate laundering criminal or terrorist property
W HILHME RS IR TR s > F 7™
Investing the proceeds of crimes in other financial products
BILRlE R R TR SR m
Investing the proceeds of crimes through the acquisition of property/assets
BIEREIBE B =/ = LM R R
Transferring criminal property
Lzl (EE0

There is no single stage of money laundering; methods can range from the purchase and resale of luxury items
such as a car or jewelry to passing money through a complex web of legitimate operations. Usually the starting
point will be cash but it is important to acknowledge that money laundering is defined in terms of criminal property.
This can be property in any conceivable legal form, whether money, rights, real estate or any other benefit, if you
know or suspect that it was obtained, either directly or indirectly, as a result of criminal activity and you do not
speak up then you too are taking a part in the process.

FEIRE M E—HINE, REN S ET NS S FE KR ESESRIBE SRS EEENKLE. ERBEENE,
(EEENEBNRETHEPELREMENN. LRV UZHIRTREREEI AN, TieEetk, R, Bt t2
HUEfMFZE, WREESTEZM T RERSERMEFEENTIREG, MREKENE, BFNS5HES .

The money laundering process usually follows three stages:

TERISRED A=

(@ Placement
ZE
Disposal of the initial proceeds derived from illegal activity e.g. into a bank account.
W EREIREENRIIARES, HIa0: CARITHIKF.
(b) Layering
PE
The money is moved through the system in a series of financial transactions in order to disguise the origin of the
cash with the purpose of giving it the appearance of legitimacy.
BREARFTEE—RYSRIZZN%), BRNRATRENSHRR, NIERENGE. 4
(0 Integration
S
Criminals are free to use the money as they choose once it has been moved back into the financial system as
apparently “clean” funds.
—BERFED FEXLENESENRENRATRE, LD FHTLUEHERAXERS.
No financial sector business is immune from the activities of criminals and the Company should consider the money
laundering risks posed by the products and services they offer.

SR T A SEFTATERMEN SBICTED FFIA, R ERH SRR RS A RA XL,



The three basic stages may occur as separate or distinct phases. They may occur simultaneously or more commonly,
they may overlap. The way in which these basic stages are used will depend on the available laundering
mechanisms and the requirements of the criminal organisations.

5. WHAT IS TERRORIST FINANCING?

6.

HARRERE (CTF) ?

Terrorist financing is the financial support, in any form, of terrorism or those who encourage, plan or engage in
terrorism. The Company must therefore ensure that: (i) clients are not terrorist organisations themselves; and (ii)
they are not providing the means through which terrorist organisations are being funded.

T ENRREESEEWANA, HTFERS, BasEtRESE SRS EE ARSI, B, 2[5
MR () BRFASAESHAELR, (i) I AEERESESEImERERE.

Terrorist financing may not involve the proceeds of criminal conduct, but rather an attempt to conceal the origin
or intended use of the funds, which will later be used for criminal purposes.

BHENRETERNTIICFTANNE, MECEMERSIRFESTITAR, XERSLRHATIEREER.

RISK-BASED APPROACH

PARLBE o Bt i 75 &

The level of due diligence required when considering anti-money laundering procedures within the company is to
take a risk-based approach. This means the amount of resources spent in conducting due diligence in any one
relationship that is subject risk should be in proportion to the magnitude of the risk that is posed by that
relationship.

HEEEBATNTNRIEHER, MENRINAEEEMRNUNG ARG E. XEREEIHMEAIXR(IREVERXEG)#H1T
REREERTEZRI SR SiZ X R ATHARAIR B ANk EL B,

These can be broken down into the following areas:

XERTLAD AATILANGE:

Client Risk

BRRS

Different client profiles have different levels of risks attached to them. A basic Know your Client (KYC) check can
establish the risk posed by a client. For example, near-retired individuals making small, regular contributions to a
savings account in line with their financial details poses less of a risk than middle- aged individuals making ad-hoc
payments of ever- changing sizes into a savings account that does not fit into the profile of the clients’ standing
financial data. The level of the due diligence conducted on the latter would be higher than that carried out on the
former as the potential threat of money laundering in the second case would be perceived as being greater.
Corporate structures can be used as examples of clients that could carry a higher risk profile than the one just seen,
as these can be used by criminals to introduce layers within transactions to hide the source of the funds, and like
that, clients can be categorised into different risk bands.

FRNEFENEESFENNERS. BEANTRENZF (kvC) METLIRERER—HSEMNNE. Fiin, SEmemen
MNMEEEVS KR EEEW A E TSGR, FramRIXBE R/ NT— AR RN R — R R A SRR
FPA HEERPAFEZEFNIENSHE. MEEHTHRIRENEESSTHREHITHRIVAERNEE, BNk
FBMER TRERRBEERMSBIAER, MURTEHEAEFHF, WABEFRESRIXEILZRIRGFES, EARNTE
HEHIRTED FRFZXARBLUERASFKR, XEMILUGEF IS ARERIXEER.

Product Risk

FE MBS

This is the risk posed by the product or service itself. The product risk is driven by its functionality as a money
laundering tool.

FrRNC RIS RERS A SRR, T RXEEURTEIE 95t TRAYIEE.

When identifying the risk associated with its products, services or transactions, the Company will consider the risk
related to:

a) the level of transparency, or opaqueness, the product, service or transaction affords;

b) the complexity of the product, service or transaction; and

c) the value or size of the product, service or transaction.

Country Risk
E R



7.

10.

11.

The geographic location of the client or origin of the business activity has a risk associated with it, this stems from
the fact that countries around the globe have different levels of risk attached to them.

BRI ESSENIRLEEXRBNNG, XERTERSEMRMHIRERBIARMmS Y.

The Company would determine the extent of their due diligence measure required initially and on an ongoing basis
using the above three risk areas, amongst other factors.

RNERER DA=ANRE S R ERYFE R FEH TR R SRR,

CLIENT IDENTIFICATION PROCEDURE
ERiRGER

has adopted a Client Identification Procedure (CIP). PGM will provide notice that they will seek
identification information; collect certain minimum client identification information from each client, record such
information and the verification methods and results.

PGMERAT—EEZFIRRAER (CIP) . PGMRBRIEF, ANTRRERFFREFBIBONER, NEIMEFBIENERYE &
RIRENEFRSHEN, CRXLERARIIETTENSER,

NOTICE TO CLIENTS
B R

PGM will provide notice to clients that it is requesting information from them to verify their identities, as required
by applicable law.

RIBEREENEK, PMSBHIEF S IEREFRMERBLEGIIES®., POGVRIBNEFR, AATEISRIEERIAEE K
EFRRBIS S HIYERLESIEES .

KNOW YOUR CLIENT

TRIENER

When a business relationship is formed, in order to establish what might constitute normal activity later in the

relationship, it is necessary for the company to ascertain the nature of the business a client expects to conduct.

ATHELUEESKRRPAISEMIERIEFASERE, WS XRE, AFELERES P IEFREAWSAIMER.

Once an on-going business relationship has been established, any regular business undertaken for that client can
be assessed against the expected pattern of activity of the client. Any unexplained activity can then be examined
to determine whether there is a suspicion of money laundering or terroristfinancing.

—BEEV TIFENWSRR, MALREEFRIERL S HMhzE P ITEEE R TR T, ERmaUEEHIEE
RRERDElE, LIERSFtHarih D FRIE AIGREE.

Information regarding a client’ s income, occupation, source of wealth, trading habits and the economic purpose of
any transaction is typically gathered as part of the provision of advice. At the start of the relationship personal
information is also obtained, such as, nationality, dateof birth, and residential address. These pieces of information
should also be considered in respect to the risk of financial crime (including AMLand CTF). For high risk transactions,
it might be appropriate to seek further information to those already provided by the client.
—RRSENEETHEEEREIERIE: BXBEFPBA, R, UEXRR, REZIRFHIRZNZFEN. AEIXRNR
WA, HINERS, HAERERMEEbLE, EHMESRIEE (BREAMURESDSNCTIREMO FEESEES) HIXERITR
P& RIXLEEN. XWTEXMAS, Atk = RAHAERRHTIIE.

SOURCE OF FUNDS

BEKR

When a transaction takes place the source of funds, i.e. how the payment is to be made, from where and by who,
must always be ascertained and recorded in the client file (this would usually be achieved through retaining a copy

of the cheque/direct debit mandate or any bank transaction receipt). In some instances, enhanced due diligence
measures may be applied by the Company.

HITRZN, WAEEFICRERSXER, U0, RENEDE, EEFEET (—RITUBEIREXE, BERAIFIEN
PRIBIASH IR TEEIBTRE) .
IDENTIFICATION

SHBIIEER

The standard identification requirement for clients who are private individuals are generally governed by the
circumstances relating to the client and the product type that is being dealt in, i.e. the level of risk attributed to the
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13.

product whether it is a low risk, medium risk or high risk product. Taking that into account, for low and medium
risk products the following pieces of information are required as a standard for identification purposes:

PMAEFIIRERBIER—REA T SEFEXMBERMATLE~mARE (B FRIOXEESR: FReaETEEXK,;

RINEEIEIINEH=ER) » BEEIX—R, MTFEHEXEIIPERGNR, FELUMMSRIEREHTIRE]:
Valid official identification document such as a national Identity Card
SHIERXMH ERIZE
Recent proof of residential address
{FutE .
VERIFICATION
B8iiE

Verification of the information obtained must be based on reliable and independent sources — which might either
be documents produced by the client, or electronically by the firm, or by a combination of both. Where business is
conducted face-to-face, the Company must see, and take copies of, originals of any documents involved in the
verification.

FTXSE BRI ARE T eI S EIRZAIRIR - AILAREFF4ARISt, alLARABEEF XXM, SREES. IENEHE
WSsHY, ABINEBRIERTSRAIHHISHRRM.

If documentary evidence of an individual’s identity is to provide a high level of confidence, it will typically have
been issued by a government department or agency, or by a court, because there is a greater likelihood that the

authorities will have checked the existence and characteristics of the persons concerned. In cases where such
documentary evidence of identity may not be available for an individual, other evidence of identity may give the
Company reasonable confidence in the client’s identity,although the Company should weigh these against the risks
involved.

NRBIEANASHNBEHEREEASERSE, N—RRNHBAFER ISHWEsERER, HASEEReIEEREIEXN
ARNEFEIER. MRTEANAKEHESMHIEAXYE, NWEMSMIEBXABALIEATNEFRNSHERENGEE, RE
ATINIEIX LN B,

If the identity is to be verified from documents, this should be based on:

SNREMHHIGES D, MINET:

Either a government issued document which incorporates:
BEUTRENBUTA TR

The client’s full name, and
BRLE, R
Their residentialaddress

AR ERE
Photographichovernment Issued Identity Documents
BUF R B R RIS MY

Valid passport

BUrR
National Identity card

REDIE

Alternatively, this can be done by a non-photographic government issued document which incorporates the client’ s
full name, supported by a second document, which incorporates:
B, BALIBEBRAERSMIEE(RERA)RTN, ZXGFESIEFNER, FRS-ONHEMSHS, w3t es

The client’ s full name, and
EFN2E, R
Their residential’address
i)

EVIDENCE OF ADDRESS
jth1kiiE BR
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15.

Current bank statements, or credit/debit card statements, issued by a regulated financial sector firm (not less
than 3 months old)
HAZ R ENSR AR SRR IR TR TSR R/EIC IR (T3 1BARHAINKER)
Utility bills (not including mobile phone bills, not less than 3 months old)
IKEEZRE (BFERaEBIEE, RT3 1TBAKEAINKER)
For high risk products, in addition to obtaining the standard information detailed above, the following know your

client information should be obtained and recorded:
SHFEMNXIERBIEF=5R, BRTIRE LARIRESERIS, THEECRLT THRENEF (kyo)&ifl:

Employment and income details
FAVFIMN\BAZH
Source of wealth (i.e. source of the funds being used in the transaction)

WEXR (RZHERNESXIR)

MONITORING AND REPORTING
HEHRS
Transaction based monitoring will occur within the appropriate business units of PGM. Monitoring of specific
transactions will include but is not limited to transactions aggregating US$5,000 or more and those with respect to
which PGM has a reason to suspect suspicious activity. All reports will be documented.

PGMETEESNWSER IAHTETRZNEE. SRIERZN OB ERRT SERFES, 00035tk ERIRZ B LR PGME
BRI R R, TEREHSKICRESR,

SUSPICIOUS ACTIVITY

R]EEIE(E

There are signs of suspicious activity that suggest money laundering. These are commonly referred to as "red flags".
If a red flag is detected, additional due diligence will be performed before proceeding with the transaction. If a
reasonable explanation is not determined, the suspicious activity shall be reported to the MLRO.

Y SREFaRNAHIEMIVEL. XLBEWIRADE, MRQNBILLE, EHTR5ZH, B TENMIRIREE.
MRSESENER, NSz EREERtHaNERR.

Examples of red flags are:

TIRAYAIVEEE:

The client exhibits unusual concern regarding the Company's compliance with government reporting
requirements and the firm's AML policies, particularly with respect to his or her identity, type of business and
assets, or is reluctant or refuses to reveal any information concerning business activities, or furnishes unusual
or suspect identification or business documents.

BEFNTFAEEBTEA LREKRNABNRIEERER, RRIREESH, WSRBEME~HH, FRHHEEMEIL, S22
BEEEEEEHISHISEEGRNAN, SRESFENRNEIRRRISOIEH RS,

The client wishes to engage in transactions that lack business sense or apparent investment strategy, or are
inconsistent with the client's stated business strategy.

BERFENERZBHUTRNRZHRZPRIPTAREE, St TS FPRA SRR —HHIR 5.

The information provided by the client that identifies a legitimate source of funds is false, misleading, or
substantially incorrect.

EFRHEETAEXRERRGENRNRER, RSIEEEER EAIERSY.

Upon request, the client refuses to identify or fails to indicate any legitimate source for his or her funds and
other assets.

FEREEKT, BREERGIEREEFRHEESTIEME - IHHISIERIR,

The client (or a person publicly associated with the client) has a questionable background or is the subject of
news reports indicating possible criminal, civil, or regulatory violations.

BEF (BAASEFBHRENA) WESEEI0M, SEEREErIER THE, BREFENNE,

The client exhibits a lack of concern regarding risks, commissions, or other transaction costs.

BEFRRPUENG, FAESEMRZRAEE0.

The client appears to be acting as an agent for an undisclosed principal, but declines or is reluctant, without
legitimate commercial reasons, to provide information or is otherwise evasive regarding that person or entity.

BEFRUFRARAATFERIANNEA, BTRZIELSEIEEHIBER MEBEARRRMERIZEIEATLARNR RN SARMTT



TUEkEE,

The client has difficulty describing the nature of his or her business or lacks general knowledge of his or her
industry.

BEFHELUERRN SR, SEREE T RAR—RAHR.

The client attempts to make frequent or large deposits of currency, insists on dealing only in cash equivalents,
or asks for exemptions from the Company's policies relating to the deposit of cash and cash equivalents.

ER=HEMSAREFAGT, SEFRIFREFNIRE, RERLTHRREXRNSTUEFMIFTRFLTBERRIERK.

For no apparent reason, the client has multiple accounts under a single name or multiple names, with a large
number of inter-account or third- party transfers.

REPENERET, ERRE—ES SRS MKE, FEXERNKFEEE =773,

The client's account has unexplained or sudden extensive activity, especially in accounts that had little or no
previous activity.

ERFNKFELERRENSSAE XENES), THEASIRO LB ENRIMKFH,

The client's account has a large number of wire transfers to unrelated third parties inconsistent with the client's
legitimate business purpose.

EFRKFERERICEIAEXNE=TT, SEFNGERILBESETE.

The client's account has wire transfers that have no apparent business purpose to or from a country identified
as money laundering risk or a bank secrecy haven.

BRI —EECERETLSESHINGRXEERITRERZENESR, MXLHECHLEREARELAER.

The client's account indicates large or frequent wire transfers, immediately withdrawn by check or debit card
without any apparent business purpose.

BEFHKFETRARESREAEL, ARENETRSECREN, MEHIBEEEmIRE.

The client makes a funds deposit followed by an immediate request that the money be wired out or transferred
to a third party, or to another firm, without any apparent business purpose.

BREFA—ERE, ARUIEREESCHEHAE=NHE—RLNE, MBHIBEHEIHEE,

The client makes a funds deposit for the purpose of purchasing a long-term investment followed shortly
thereafter by a request to liquidate the position and transfer of the proceeds out of the account.

EFFA—E8E, BTWIKPRE, MEAAEERFEFHHKEEHKR.

The client requests that a transaction be processed in such a manner to avoid the Company’s normal
documentation requirements.

BERERUERABIEREMICREXRIN SRR S,
16. KNOW YOUR CLIENT — THE BASIS FOR RECOGNISING SUSPICIONS
TR IBHER-IRBI R RERZ S RO E it
A suspicious transaction will often be one which is inconsistent with a client's known, legitimate business or

personal activities or with the normal business for that type of client. Therefore, the first key to recognition is

knowing enough about the client's business to recognise that a transaction, or series of transactions, is suspicious.
IR ZBEERSEFNEM, GEUSHNTNEIHSZEEZFNERWSAI—ENRZ. B, REIFTEIZE— KRR
NEFHLSEEBN TR, IRBIB—f—RINASERZ.

Questions you must consider when determining whether an established client’s transaction might be suspicious

are:

ERECEVNEFIRZ SR DRI E BRI T :
Is the size of the transaction consistent with the normal activities of the client?
REMERESEFNEREF—EC
Is the transaction rational in the context of the client’s business or personal activities?
AEEFHEUSINANERET, ZXBEE5E?

Has the pattern of transactions conducted bythe client changed?
BRI ZEA AR NE?

17. SUSPICIOUS SCENARIOS
AJEERYIBR

Issues which should lead you to have cause for suspicion would include:

Rz [EEE R ERO IR R I E
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19.

Clients who are reluctant to provide proof of identity;
AR B DIERRRYEF;

Clients who place undue reliance on an introducer (they may be hiding behind the introducer to avoid giving
you a true picture of their identity or business);

HERBNBANER (fEITEEREENBAGE, EREERHESINSHESER) |
Requests for cash related business, for example questions about whether investments can be made in cash,
suggestions that funds might be available in cash for investment;
ERFTISEX WSS, FIINEEEXRET LIS TIRENTHR, EMEENESEUELINESEN,
Where the source of funds for investment is unclear;
REESFIRA TR
Where the magnitude of the available funds appears inconsistent with the client’ s other circumstances (i.e. the
source of wealth is unclear). Examples might be students or young people with large amounts to invest;
RREMMESEFRNEMIBER A (BIMEFRRSAE®E) . i, FERFRABTKERSRS,
. Where the transaction doesn’ t appear rational in the context of the client’ s business or personal activities.

Particular care should be taken in this area if the client changes their method of dealing with you without
reasonable explanation;

MEZZEEFHOUSHININENTEEASE, NMREFELEAERBNBATHE TSERENA, WERIHXT
ERFBIVE,

Where the pattern of transactions changes;
RBITERLE,;

Where a client who is undertaking transactions that are international in nature does not appear to have any
good reason to be conducting business with the countries involved (e.g. why do they hold monies in the
particular country that the funds are going to or from? Do their circumstances suggest that it would be
reasonable for them to hold funds in such countries?);

HTERRMERRZHIE P IWFRB RO NERSIMSERFRIS (FlM, AHAtiERSHRASRREIEESR /X
FERE? MIEXEERFEREREGIE? ) |

Clients who are unwilling to provide you with normal personal or financial information, for no apparent or
rational reason. (Care should be taken not to include all distance relationships as suspicious, because most will
be for genuine reasons. Suspicions will ordinarily be based upon cumulative as opposed to stand alone issues)

REREHEMREANEESRUERE N AR EEER. (RERAEEAMBRITAIRRE N AT, EAKXSHZE
HFRENRRE. —RAEEETRERMAPRZIE)
A money launderer is likely to provide persuasive arguments about the reasons for their transactions. Those should
be questioned to decide whether a transaction is suspicious.

TeE RS ER ZREREERRORNETE. MZXIIPEAREREE, LRERZERTEE.

REPORTING A SUSPICION
LIRIZERER

Where, for whatever reason, we suspect that a client, or anybody for whom they are acting, may be undertaking
(or attempting to undertake) a transaction involving the proceeds of any crime it must be reported as soon as
practicably possible and in writing.

FTICHTFAMERRE, FHIIEEFSAMARIEETATREER (SREHT) WREDICRKENRZE, &L
TR EERR R T BEIRS.

Internal reports must be made regardless of whether any business was, or is intended to be, actually conducted.
T BRI TER THENSS, RS RIRE.

INVESTIGATION

iBE

Upon notification to the MLRO an investigation will be commenced to determine if a  report should be made to
the appropriate law enforcement or regulatory agencies. The investigation will include, but not necessarily be
limited to, review of all available information, such as payment histories, birth dates, and address. If the results of
the investigation warrant, the MLRO will file the SAR with the appropriate law enforcement or regulatory agency.

EIRFERENERZBENGE, BHnRELRERSNAESRZSREETIIRTER. AESEEERRTIETA
SERURE, FIUICORESE, HEREbLE, MRPEEREVE, WEERTHEENERSEIUESARERGIE SAIRIEE



20.

WETWY, RiEEEMERSARENHEHESRETIERIESE.

Investigation results will not be disclosed or discussed with anyone other than those who have a legitimate need
to know. Under no circumstances shall any employee or appointed agent disclose or discuss any AML concern,
investigation, notice or SAR filing with the person or persons subject of such, or any other person, including
members of the officer's, employee's or appointed agent's family.

BRESEFENENARSIN, BAEERIASSHMASELR TS, AEABRT, HURR, sdEENBASAMESZHAEA
BWBEETAREEHTEMA (BERR, SHEEREBEANRERR) KESIHSHIRIEHRE™, BE, BAsSARBR.

FREEZING OF ACCOUNTS
HEMA

Where we receive a court order to freeze an account, we will do so promptly.
NRBAVNER MK PR EREILTEES, HECIIREIFHER, NWORREZIKF. MRAAKFEFEATRESST
FTESIRAVERVEIER), NIRTREEEARGEIZIKF.
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